
 Passport SLSA (October 2019) 

1 

docs\NATI04\00243\1196843.v1-6/25/20 

SOFTWARE LICENSE AND SERVICE AGREEMENT 

This Software License and Service Agreement (the “Agreement”) is entered into as of the Effective Date 

set forth below by and between Passport Labs, Inc. (“Passport”) and the party named below (“Provider”). 

This Agreement includes and incorporates the terms and conditions found in this document, the Terms and 

Conditions found in Exhibit A, and the terms and conditions found in all other Exhibits hereto, which 

represent the full and complete understanding and agreement of Passport and Provider with respect to the 

subject matter hereof. In exchange for the mutual covenants herein and other good and valuable 

consideration, the Parties agree and intend to be bound as follows: 

I. GENERAL TERMS

Provider Legal Name: Town of Natick, MA Contact: Chief James Hicks 

Email: hicks@natickpolice.com Phone: 508-647-9511 

Provider Contact Address 

20 E. Central Street 
Natick, MA 01760 

Provider Billing Contact Address 

Same as Provider Contact Address 

Effective Date: 

Services: 

Passport will provide services (the “Services”) and license all software, including all web and mobile 

applications and related documentation, (the “Software”) necessary for Provider to operate a mobile 

payment for parking program (“MPP”) which allows all parking customers in any parking facilities 

owned or managed by Provider (the “Premises”) the ability to pay for parking using a smartphone 

application or mobile web application, as further defined in the Statement of Work (Exhibit C). 

Governing State Law Massachusetts 

Term: 

This Agreement shall commence on the Effective Date and continue for a period of three (3) years 

(the “Initial Term”). Provider may, at its sole option, elect to extend the Agreement thereafter for 

additional one (1) year periods. Provider shall provide written notice to Passport for any exercised 

options.  

(continued on next page) 
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II. MOBILE PAYMENT FOR PARKING TERMS

Equipment Provided by Passport: Initial Signs 

Per Exhibit C 

Initial Decals 

Per Exhibit C 

Installation: 
Provider will be solely responsible for installing all signs and decals in the Premises. This obligation 

includes the responsibility to provide all hardware necessary to affix and display signs and decals, 

including without limitation, all hooks, poles, posts, brackets, screws, bolts, and nuts 

Ancillary Fees: 

a) Zone setup fees of three dollars ($3.00) per space - WAIVED
b) Initial Signs and Stickers – WAIVED

(unit prices of twenty dollars ($20.00) per sign and three dollars ($3.00) per decal will apply

to additional or replacement orders)

c) Provider will pay a ten dollar ($10.00) administrative fee in addition to sign and shipping

costs per sign for any additional or replacement signs purchased through Passport
d) Provider will pay a one dollar ($1.00) administrative fee in addition to decal and shipping

costs per decal for any additional or replacement decals purchased through Passport
e) Passport will provide a design file to allow Provider to print replacement signs and decals

f) Provider will reimburse Passport for any and all reasonable travel, lodging, and food expenses
incurred by Passport employees while traveling at Provider’s request.

an

payment processing must be conducted by

Third Party Providers: 

In order to expand the management data available to Provider and to improve access and the user 

experience for a broader group of individuals wishing to pay for parking and related transactions via 

channels other than the MPP provided by Passport, Passport may, at its option, allow parkers to use a 

third-party provider’s (each a “Third Party Provider”) end-user-facing interfaces for purposes of 

initiating parking transactions, including any and all possible methods available to parkers to request 

the right to access and occupy a parking space or otherwise-denominated curb space for any period of 

time (in accordance with City’s applicable rates, rules, ordinances, and regulations). Such interfaces 

will include, but not be limited to, in-dash vehicle systems, navigation systems (whether in-dash or 

smartphone –based, and mobile payments for parking applications other than Passport’s MPP (each an  

smartphone-based), and mobile payments for parking applications other than Passport’s MPP (each

“Interface”).

Should Passport exercise this option, such Third Party Provider(s) shall contract directly with Passport 

to establish the integrations necessary for Passport to facilitate all mobile payments for parking sessions 

and transactions for the Third Party Provider(s) and its end users. The term “facilitate” includes, but is 

not limited to: providing software that performs (a) all tasks related to parking rights 

management, including the calculation of parking session prices, (b) the management of rates, rules, 

and restrictions and zones, spaces, or other units of parking or curbside inventory; (c) transactional 

reporting; (d) tasks related to transmission of parking rights data to parking enforcement systems and 

any data processing systems; (e) tasks related to refund issuance, parking rule management, 

reconciliation of funds, invoicing, and other administrative functions; and (f) all back-office management 

interfacing necessary to manage the foregoing and all other tasks necessary or desirable for Passport to 

effectively manage the issuance and processing of parking rights on behalf of City (the “Shared 

Services”). For parking transactions initiated via a Third Party Provider’s Interface, payment  

Party Provider’s Interface, payment processing must be conducted by Passport. 
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The Parties acknowledge and agree that a Third Party Provider may configure and control the feature set of its 
own Interface so long as it is capable of performing the minimum functions required to interact with Passport’s 

platform and execute parking transactions. The City further acknowledges and agrees that certain data 

received from Third Party Providers may be more limited than what Passport can provide to City as City’s 

MPP provider and may need to be provided, if at all, in an aggregated and/or anonymized basis; Passport shall, 

however, use commercially reasonable efforts to supply such data as may be reasonably requested by City for its 

internal purposes. 

To utilize the Shared Services, each Third Party Provider will be required to integrate with application 

programming interface endpoints provided by Passport, which cannot be accessed or utilized by such Third 

Party Provider prior to the execution of a standalone contract with Passport governing the access, use, pricing, 

disclosure, and governance of the Shared Services consistent with the foregoing paragraphs and as otherwise 

determined by Passport in its sole discretion. 

Except in the case of Third-Party Providers pursuant to the foregoing paragraphs, Passport shall be the 

exclusive mobile payments for parking service provider for City during the term of this Agreement. 

(continued on next page) 
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III. FEES

Per Transaction MPP Service and License Fee* $0.20 

Maximum Convenience Fee Passed through to Parking Customers $0.20 

Merchant Processing Costs: 
Provider will be responsible for paying all merchant processing costs, including, without limitation, 

settlement fees, payment gateway fees, chargeback fees, and interchange reimbursement fees. 

Merchant of Record for Transactions: X Passport Provider 

Passport Merchant Processing Rate Per Transaction: 2.9% + $0.25 

Payment Gateway Provider: X Passport Other 

Passport Gateway Fee Per Transaction: $0.05 

*An MPP “transaction” is a single session lasting less than twenty-four (24) hours in duration.

Passport Labs, Inc: 

By: 

Name: 

Title: 

Provider: [signature page follows] 
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The Town of Natick, Massachusetts 

by: the Natick Board of Selectmen  

_______________________________ 

Jonathan H. Freedman , Chairman  

_______________________________ 

Karen Adelman-Foster, Vice Chairman 

_______________________________ 

Richard P. Jennett, Jr., Clerk 

_______________________________ 

Michael J. Hickey, Jr  

_______________________________ 

Susan G. Salamoff  

Dated: _________________________ 
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APPROVED AS TO AVAILABILITY OF APPROPRIATION: 

In accordance with the requirements of M.G.L. Chapter 44, Section 31, this is to certify that an 

appropriation in the amount of this Agreement is available therefor, and that the Natick Board of Selectmen 

is authorized to execute this Agreement and to approve all requisitions and execute change orders. 

__________________________________ Dated:  ____________ 

Arti P. Mehta 

Comptroller, Town of Natick 

APPROVED AS TO FORM ONLY, AND NOT AS TO SUBSTANCE: 

__________________________________ Dated:  ____________ 

Karis L. North, Esq. 
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CERTIFICATE OF VOTE 

I, , hereby certify 

(Clerk/Secretary) 

that I am the duly qualified and acting of 

(Title) 

(Corporation Name) 

and I further certify that at a meeting of the Directors of said Corporation duly called and held on 

20     , at which meeting all Directors were present and voting, the following vote was 

unanimously passed: 

VOTED:  To authorize and empower either , 

____________________; 
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Exhibit A 

Terms and Conditions 

1. Services

Passport shall perform the services in a competent, professional, and workmanlike manner consistent with 

industry practices. Passport will maintain all permits, certificates and licenses required by applicable law and 

Passport’s employees performing the services will be fully qualified, licensed as required, and skilled to 

perform the services. Passport warrants that it has the power to enter into and perform this Agreement and 

that it will at all times during the term of this Agreement be, duly organized, validly existing and in good 

standing under the laws of the state of Delaware. 

2. Compliance with Laws and Codes

In providing the services under this Agreement, Passport will comply at its sole cost and expense with all 

applicable federal, state, county, and municipal laws, statutes, rules, regulations and ordinances. If requested 

by Provider while performing services at Provider’s place of business, Passport will comply with Provider’s dress 

and conduct codes and security protocols. 

3. PCI Certification

For the duration of the term of this Agreement, Passport will maintain Payment Card Industry – Data 

Security Standard certification. 

4. Product Updates

Any system-wide improvements or modifications made by Passport to the Software will, when available, be 

provided to Provider at no charge to Provider and will automatically be subject to the terms of this 

Agreement. 

Provider may request new features or functionality to be built into the system, and, to the extent that Passport 

plans to incorporate such requested new features or functionality into the Software, Passport will develop such 

features and functionality at no cost to the Provider pursuant to Passport’s development timeline. If the 

Provider desires to expedite such development, Passport may, in its sole discretion, charge Provider an expedite 

fee of two hundred dollars ($200.00) per development hour necessary to develop the requested features or 

functionality, provided, however, that Passport shall first notify Provider and receive written approval from 

Provider to proceed. If the Provider’s requested features or functionality are created for the Provider’s use and 

Passport does not plan to incorporate such requested features into the Software, Passport may, in its sole 

discretion, charge Provider a custom development fee of two hundred and fifty dollars ($250.00) per hour 

for the development of such features or functionality, provided, however, that Passport shall first notify 

Provider and receive written approval from Provider to proceed. 

In addition to or in lieu of the fees set forth in this section, the parties may establish a monthly software 

license or maintenance fee that will be mutually agreed between the parties in a separate written addendum to 

this Agreement. 

5. Changes

Any changes to the scope of services provided under this Agreement shall be set forth in a written change 

order or amendment signed by both parties setting forth the scope of the change(s) and any applicable fees. 
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6. Additional Passport Services

Passport provides all of the following software platforms as part of its overall technology portfolio: mobile 

payments for parking, citation management, digital permits, and mobile payments for transit. Provider may 

request the addition of any of these platforms to the extent not provided by Passport to Provider as of the 

Effective Date, and any additional platforms developed by Passport from and after the Effective Date, which shall 

be memorialized in an addendum to this Agreement including the fees applicable to such platform(s) and any 

additional applicable service or legal terms. 

7. Scheduled Maintenance

If Passport plans to perform any scheduled maintenance during business hours, Passport will provide notice to 

Provider at least twenty-four (24) hours in advance of the commencement of such scheduled maintenance. 

For the purpose of this section, “business hours” means Monday through Friday between 9 am 5 pm EDT. 

In the event that Passport determines that unscheduled maintenance is necessary, Passport will give Provider 

as much advance notice as is reasonably practicable, unless such unscheduled maintenance is necessitated 

by emergency circumstances for which it would be unfeasible or impossible to notify Provider in advance. 

8. System Uptime; Billing Credits

Passport will provide the Software with uptime of at least ninety-nine percent (99.0%) calculated over a 

rolling six-month period (“Uptime Guarantee”). For any month during which system uptime drops below the 

Uptime Guarantee, Passport will provide a billing credit in an amount equal to the percentage difference between 

a) the lowest uptime reached at any point during the month (calculated on a rolling six month period) and b)

the Uptime Guarantee, multiplied by the total fees payable to Passport for such month. For example, if during a

given month the software uptime falls to ninety-five percent (95.0%) and if during that month the fees payable

to Passport were one hundred dollars ($100.00), Passport will issue a billing credit of four dollars ($4.00). For

the purposes of this agreement, uptime is defined as any period of time during which end users of the Software

can use the Software.

9. Service Levels

Subject to the uptime guarantee set forth in Section 8, Passport’s sole and exclusive obligation in the event of 

an error or interruption of the Software is to use its best efforts to restore or repair the Software as quickly 

as practicable. 

10. Technical Support

A. Passport will provide telephone and email support to Provider’s staff

from Monday to Friday between the hours of 8:00 a.m to 7:00 p.m. EST to address technical and operating

setting issues. Passport will provide "after-hours emergency telephone support" available 24/7.

• Monday-Friday 8AM - 7PM EST

o (US) 980-939-0990

o Help@passportinc.com

• After-Hours Emergency Support

o 866.815.3043

9
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B. Provider will provide initial support, including inquires via telephone and email, for end -users

("parkers"). If the Provider is unable to address the parkers technical questions, Provider may escalate end-

users to Passport’s End-User Support Team for technical issues from Monday to Saturday between the hours

of 8:00 a.m to 9:00 p.m. EST at (US) 704-817-2500 or Support@passportinc.com. Provider may not display

Passport’s phone number (or other direct contact information for Passport) on any marketing or signage

visible by parkers.

11. Data Rights

This Section shall govern the rights of Passport and Provider, as the case may be, with respect to the data 

that is subject to this Agreement. Passport will, by provisions in its Privacy Policy or otherwise, procure 

from such end users all such lawful consents and rights necessary to grant to Provider the rights in such data 

as stated in this Section. Passport’s Privacy Policy, as it may be amended from time to time in Passport’s 

sole discretion, can be viewed at https://passportinc.com/privacy-policy/. 

A. Operational data is data specific to the Provider’s operation that is provided by Provider to Passport to

be used in the providing of services. Operational data is specific to the Provider’s operation, which is not

available to Passport publicly or by other means. Operational data may include, but is not limited to, zone

information, rate information, operational schedules, business metrics, relevant details of partner agreements.

In each case, Operational data may refer to past, present, or future states of such items.

Operational data is the sole and exclusive property of the Provider. To the extent permitted by law, the 

Provider grants Passport a perpetual, irrevocable, royalty-free, non-exclusive, non-assignable, and non-

transferable license to Operational data, provided that Passport may, to the extent permitted by law, (i) share 

such Operational data with Third Party Providers only to the extent necessary to enable the Shared Services, 

and (ii) assign or transfer such license to a successor in connection with the transfer or sale of all or 

substantially all of its assets or business related to this agreement, or in the event of its merger, consolidation, 

change in control or similar transaction. 

B. Payment Card Industry-Data Security Standard Information (“PCI-DSS

Information”) consists of the following items, each as defined by the then-current Payment Card Industry Data

Security Standards (“PCI-DSS”): Account Data; Cardholder Data; Primary Account Number; and Sensitive

Authentication Data.

Passport acquires a license or sublicense to the PCI-DSS Information from end users who share such data with 

Passport in connection with their use of the Software. Passport must secure such data in accordance with 

PCI-DSS. As such, Passport may not grant Provider derivative rights to such PCI-DSS Information and 

Passport shall not be required to disclose such PCI-DSS Information to Provider. 

C. Personal identifiable information (“PII”) is any representation of information that permits the identity

of an individual to whom the information applies to be reasonably determined or inferred by either direct or

indirect means. Name, address, social security number or other identifying number or code, telephone

number, or email address directly identify individuals. Certain data elements—including gender, race, birth

date, geographic indicator (such as zip code or postal code), and other descriptors—can be used in conjunction

or with other data elements to indirectly identify individuals. Information permitting the physical or online

contacting of a specific individual (e.g., IP address) is also personally identifiable information.

End users of Passport’s Software own PII and license it to Passport pursuant to Passport’s Privacy Policy, as

it may be amended from time to time in Passport’s sole discretion. Passport may sublicense PII to the Provider

under certain conditions (including but not limited to the Provider’s compliance with information security

controls and applicable regulations) that shall be memorialized separately if and when applicable.

10
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D. Activity data is any data generated in the providing of services under this agreement by Passport to

Provider and by end users’ interactions with the services or with Passport directly that is not otherwise PCIDSS

information or PII as defined above. Activity data may include, but is not limited to, user interaction data,

geolocation data, opt-in/opt-out status (including compliance logs), purchase and session data, application

diagnostic data, service performance data, and support data. Data that is derived from Activity data is also

Activity data.

Activity data is the sole and exclusive property of Passport. Passport grants the Provider an irrevocable, 

royalty-free, non-exclusive, non-assignable, and non-transferrable license to Activity data for the duration 

of the term of this Agreement and only to the extent and in the format that Passport chooses in its sole 

discretion to expose such data through its administrative portal or as otherwise agreed upon with the Provider 

and only for the Provider’s internal use in connection with the services provided under this agreement. 

12. Privacy Policy; Terms of Use

End users’ use of the Services shall at all times be governed by (a) Passport’s Privacy Policy, as it may be amended 

from time to time in Passport’s sole discretion, which can be viewed at https://passportinc.com/privacy-policy/, 

and (b) Passport’s Terms and Conditions, as they may be amended from time to time in Passport’s sole discretion, 

which can be viewed at https://passportinc.com/terms-andconditions/. 

13. Intellectual Property

A. Passport grants Provider a revocable, non-exclusive, non-assignable, non-transferrable, and non-

subleaseable right and license to use and access the Software only for its internal business purposes for the

duration of the Term (and, as necessary for any data generated during the term, in a reasonable manner,

thereafter). All intellectual property rights including, without limitation, trade names, source code,

trademarks, copyrights, patents, and trade secrets, not explicitly granted to Provider in this agreement are

reserved to Passport.

B. Provider will not, directly, indirectly, alone, or with another party, (I) copy, disassemble, reverse

engineer, or decompile the software or any subpart thereof; (ii) modify, create derivative works based upon, or

translate the software or source code; (iii) transfer or otherwise grant any rights in the software or source

code in any form to any other party; (iv) attempt to do any of the foregoing or cause or permit any third party

to do or attempt to do any of the foregoing, except as expressly permitted hereunder.

14. Publicity; Use of Names and Marks

Subject to the provisions of Section 19 (Confidentiality) below, the parties will have the right to publicly 

disclose that Passport is Provider’s provider of the Software as set forth herein by means of, by way of 

illustration and not limitation, news releases, public announcements, or other forms of publicity. 

Passport may use the name or marks of Provider, or reference the fact that Provider is a client of Passport, 

for business development purposes, as part of a portfolio or work, or in an illustrative list of clients. 

15. Payment Gateway

Provider must supply a payment gateway for the payment of all fees by end users. Passport can provide 

payment gateway services and Exhibit B contains a list of other payment gateways supported by Passport. For 

any unsupported payment gateway selected by Provider, Passport will charge a two hundred and fifty dollar 

($250.00) per development hour necessary to perform necessary integrations. Provider will bear all costs 

associated with payment gateway services, including all per transaction costs. Provider may elect to 
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use Passport’s payment gateway at any time (which shall be reflected in a written amendment to this 

Agreement) at the rate of $0.05 per transaction. 

16. Payment Terms

If Passport is the Merchant of Record (“MOR”), Passport will remit the funds to Provider from the preceding 

month within fifteen (15) days of the conclusion of the month after netting out Passport’s fees and merchant 

processing fees. 

If Provider is the MOR, Passport will send monthly invoices to Provider for all fees payable to Passport that 

accrued during the preceding month.  

17. Refunds

Passport agrees to forgo or return, as applicable, its per transaction fees for any refund granted by Provider. 

Provider will be responsible for reimbursing Passport for all merchant processing fees, including without 

limitation payment gateway fees, settlement fees, and interchange reimbursement fees, if any, incurred by 

Passport for all transactions, including refunded transactions. 

18. Capacity

Provider represents that it has obtained or will obtain all applicable governmental approvals, authorizations, or 

licenses necessary to enter into this Agreement. Provider further represents its signatory is duly authorized to 

bind Provider to the terms herein. 

19. Confidentiality

A. Provider and Passport agree to treat this Agreement and all information furnished, or to be furnished,

by or on behalf of the other party and information analyses, summaries and other work product derived from

such information (collectively, the “Confidential Information”) in accordance with the provisions of this

section and to take, or abstain from taking, all actions set forth herein. Each party, as a receiving party, will

do the following things with regard to the Confidential Information of the other party, notwithstanding the

provisions of the Massachusetts Public Records law and its regulations:

i. Prevent the disclosure of the Confidential Information by the receiving party and each of the

receiving party’s employees, agents, and/or professionals to any third party other than as

permitted under this Agreement ;

ii. Use, and permit the use of, the Confidential Information only for the purposes of providing, or

enjoying the benefit of, the goods, services, and/or software provided for in this Agreement

(the “Purpose”);

iii. Disclose the Confidential Information only to such of the receiving party’s employees, agents,

and professionals as have a bona fide need to possess or know the Confidential Information in the

course of accomplishing, or advising the disclosing party with regard to, the Purpose;

iv. Cause each employee, agent, or professional to whom the receiving party discloses the

Confidential Information to be bound by an obligation of confidentiality that is at least as rigorous

as the obligations contained in this Agreement; and

v. Return all written or other tangible copies of Confidential Information in the receiving party’s

possession or direct or indirect control, including all extracts and copies thereof, within a

reasonable time after, and in accordance with, the disclosing party’s request. 
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B. Nothing in this Agreement will prevent the receiving party from disclosing or using Confidential

Information consistent with the terms of the Massachusetts Public Records law or the Open Meeting Law,

to the extent that:

i. It is or becomes readily ascertainable by proper means by the public without any breach of a

confidentiality obligation of the receiving party;

ii. It is received from a third party that is not under an obligation of confidentiality of which the

receiving party knew or had reason to know;

iii. It was independently developed by the receiving party without use of the Confidential

Information; or

iv. It is required by law to be disclosed.

For the avoidance of doubt, none of the requirements of this Section shall prohibit Provider from disclosing 

Confidential Information to the extent that such information is required to be disclosed pursuant to any open 

records law, open meetings law, or any other local public disclosure law applicable to Provider. 

20. Wallet Services

Provider may elect to provide parking customers with a virtual wallet (a “wallet program”). With a wallet 

program, parking customers would be required to prepay funds into a wallet account for the payment of 

future parking fees and/or transit ticket fares. Provider and Passport shall agree in advance on the minimum 

amount required to fund the wallet. 

21. Marketing and Design Services

To the extent permitted by law, at Provider’s written request, Passport may provide marketing and design 

services to Provider as value-added services to Provider in connection with the services provided under this 

Agreement. Provider should contact its Passport sales associate for additional details pertaining to these 

services. Any services selected and any applicable fees and terms will be memorialized in a written addendum 

to this Agreement and shall be incorporated herein by reference. 

22. Cooperative Purchasing

Provider will allow any public agency located in the United States to purchase, and Passport to offer to such 

public agency or agencies, the Software at the same price and under the same conditions agreed upon in this 

Agreement without any competitive bidding on the part of such public agency or agencies, to the extent permitted 

by law. Each such public agency will execute its own contract directly with Passport and Provider shall not 

incur any responsibility—financial or otherwise—in connection therewith. 

23. Force Majeure

Neither Passport nor Provider will be held liable for any delay or omission in performance of their duties under 

this Agreement resulting from causes beyond their reasonable control, including, for the sake of illustration 

and not limitation, delays or omissions attributable to third-party vendors, suppliers, or integration partners, 

labor strikes, acts of god, acts of the public enemy, fires, natural disasters, wars, or riots. 
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24. Warranties

24.1. Passport Warranties. 

24.1.1. Passport warrants that it has full power and authority to license the Passport 

System to Customer as provided herein without the consent of any other person, 

or, in the event such consent is required, Passport has obtained said consent. 

24.1.2. Passport warrants that the unmodified Passport System will operate in 

accordance with its specifications.  Under this warranty, Passport will correct 

any errors in the unmodified Passport System at no extra charge to Customer. 

The foregoing warranty shall not apply to Third Party Products. 

24.1.3. Passport further represents and warrants that (a) it has the full power and 

authority to enter into this Agreement and to carry out its obligations under this 

Agreement; (b) this Agreement shall be the legal, valid, and binding obligation 

of Passport, enforceable against it in accordance with the terms hereof; (c) the 

execution and performance of this Agreement will not violate any federal, state, 

or local statute, rule, or regulation or any other contractual obligation of 

Passport, and (d) the person signing this Agreement on behalf of Passport is 

authorized to bind Passport to this Agreement. 

24.2. Customer Warranties. 

Customer represents and warrants that (a) it has the full power and authority to enter into this 

Agreement and to carry out its obligations under this Agreement; (b) this Agreement shall be the legal, valid, 

and binding obligation of Customer, enforceable against it in accordance with the terms hereof; (c) the 

execution and performance of this Agreement will not violate any federal, state, or local statute, rule, or 

regulation or any other contractual obligation of Customer, and (d) the entity signing this Agreement on 

behalf of Customer is authorized to bind Customer to this Agreement. 

25. Disclaimers of Warranties.

25.1 GENERAL.  EXCEPT AS EXPLICITLY SET FORTH IN THIS AGREEMENT, 

PASSPORT EXPRESSLY DISCLAIMS, AND CUSTOMER HEREBY EXPRESSLY 

WAIVES, EXPRESS OR IMPLIED WARRANTIES, INCLUDING, WARRANTIES OF 

QUALITY, MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE OR 

PERFORMANCE.  PASSPORT DOES NOT WARRANT AND SPECIFICALLY 

DISCLAIMS ANY WARRANTIES OR REPRESENTATIONS THAT THE PASSPORT 

SYSTEM WILL MEET CUSTOMER’S REQUIREMENTS OR THAT THE OPERATION 

OF THE PASSPORT SYSTEM AND/OR ITS USE WILL BE UNINTERRUPTED OR 

ERROR-FREE, OR THAT EVERY DEFECT IN THE PASSPORT SYSTEM WILL BE 
CORRECTED.  THE PASSPORT SYSTEM IS EXPRESSLY PROVIDED “AS IS.” 

25.2 THIRD PARTY SOFTWARE AND THIRD PARTY HARDWARE 

DISCLAIMER.  PASSPORT MAKES NO WARRANTIES OR REPRESENTATIONS, 

EXPRESS OR IMPLIED, AS TO THE THIRD PARTY SOFTWARE AND AS TO THE 

THIRD PARTY HARDWARE INCLUDING, WITHOUT LIMITATION, AS TO 

QUALITY, CAPABILITIES, OPERATIONS, PERFORMANCE, SUITABILITY, 

MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, OR NON-
INFRINGEMENT, AND ALL OTHER WARRANTIES OR REPRESENTATIONS WITH 

RESPECT TO ANY THIRD PARTY SOFTWARE OR THIRD PARTY HARDWARE 

DocuSign Envelope ID: BDB583F3-C2A8-4A91-BDD3-05A0C736015E



15Passport SLSA (October 2019) 

docs\NATI04\00243\1196843.v1-6/25/20 

ARE HEREBY EXPRESSLY DISCLAIMED.  THIRD PARTY SOFTWARE OR 

THIRD PARTY HARDWARE PROVIDED UNDER THIS AGREEMENT ARE 

EXPRESSLY PROVIDED “AS IS.” 

25.3 EXCLUSIONS.  Notwithstanding any other provisions of this Agreement to the 

contrary, the warranties provided in this Agreement shall not apply to nonconformities, 

errors, or defects of any goods or services provided by Passport pursuant to this Agreement 

or any amendments thereto due to any of the following: (a) Customer misuse of the Passport 

System; (b) Customer modification of the Licensed Software; (c) Customer failure to utilize 

compatible computer and networking hardware and software or to install updated or 

enhanced versions of the Licensed Software provided by Passport; or (d) interaction with 

software or hardware not provided by Passport. 

26. Severability

If any provision of the agreement is found to violate applicable law, the violating provision will be ineffective 

only to the extent that it violates the law, without invalidating the remainder of the section containing the 

violating provision or any other provisions or sections of this Agreement. Any court adjudicating the matter 

of the invalidity of a provision shall, to the extent permitted by law, reform any such illegal or unenforceable 

provision such as to give it the maximum effect. 

27. Assignment

This Agreement and all of its provisions will be binding upon and inure to the benefit of the parties and their 

respective permitted successors and assignees. Neither Passport nor Provider may assign any rights, interests, 

or obligations hereunder without prior written consent of the other party, provided, however, that Passport 

may, without such written consent, assign this agreement and its rights and delegate its obligations hereunder in 

connection with the transfer or sale of all or substantially all of its assets or business related to this agreement, 

or in the event of its merger, consolidation, change in control or similar transaction. Any permitted assignee, 

which shall be presumed to have the ability to perform all duties articulated in this Agreement, shall assume all 

assigned obligations of its assignor under this agreement. Any purported assignment in violation of this section 

shall be void and of no effect. 

28. Contractual Silence

To the extent this Agreement fails to address a condition, obligation, benefit, or other term necessary to 

sufficiently define the relationship between the parties or a disagreement or conflict regarding the 

interpretation or construction of this Agreement arises, the parties agree to reasonably cooperate to draft a 

mutually agreeable amendment that clarifies the duties, rights, and obligations of the parties under this 

Agreement. 

29. Amendments

The parties may not amend or modify this agreement except by a written instrument signed by an authorized 

signatory of each party. 

30. Currency

Unless otherwise specified in the Agreement, all fees and other monetary amounts are in U.S. Dollars. If a 

currency other than the U.S. Dollar is specified, the exchange rate will be fixed at the foreign exchange rate 
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published by the United States Federal Reserve on the date the payment of remittance is transmitted from 

Provider to Passport, or vice versa, as the case may be. 

30. Cooperate
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If either Provider or Passport has a claim, dispute, or other matter in question for breach of duty, obligations, 

services rendered or any warranty that arises under this agreement, the parties agree to cooperate in good faith 

to achieve a satisfactory resolution of such matter. If after sixty (60) days the dispute remains unresolved, 

the parties may pursue other remedies available at law or in equity. Notwithstanding the foregoing, either 

party shall have the right to immediately seek any applicable remedies available at law or in equity for a 

breach or threatened breach of the confidentiality obligations as set forth in Section 19. 

31. Independent Contractor

Passport is an independent contractor and not an agent or employee of Provider. No agency, partnership, 

franchise, joint venture, or employment relationship exists between Passport and Provider. Passport’s 

employees and agents will not be employees or agents of Provider. Passport shall be fully and solely 

responsible for the supervision, control, performance, compensation, benefits (including, without 

limitation, all forms of insurance) withholdings, health and safety of all of its employees and agents. Provider 

will not be responsible or liable for any withholding taxes or contributions to state worker’s compensation, 

unemployment or other funds or programs. No employee, agent or representative of Passport shall be entitled 

to receive any benefits of employment with the Provider, including, without limitation, salary, overtime, 

vacation pay, holiday pay, sick leave, health insurance, life insurance, pension or deferred compensation. 

32. Limitation of Liability

In no event will either party be liable to the other for any lost profits, lost savings, or punitive, incidental, 

indirect, special, or consequential damages arising out of this Agreement.  

33. Notices

All notices, consents, and communications required hereunder shall be given in writing and delivered via 

electronic mail or mail, shall be deemed to be given upon receipt thereof, and shall be sent to the address below: 

If to Passport: 

Passport Labs, Inc. 

Attn: Khristian Gutierrez 

128 S. Tryon St., Suite 2200 

Charlotte, NC 28202 

Fax: (888) 804-1783 

khristian.gutierrez@passportinc.com 

With a hard copy to General Counsel and by email to jason.Idilbi@Passportinc.com  

If to Provider, James Errickson, Deputy Town Administrator – Operations, Natick 

Town Hall, 13 East Central Street, Natick, MA 01760, jerrickson@natickma.org, and 

to Chief James G. Hicks, Natick Chief of Police, c/o Natick Police Department, 20 

East Central Street, Natick, MA 01760, hicks@natickpolice.com 
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with a copy to Karis L. North, Esq., Office of the Town Counsel, Murphy, Hesse, 

Toomey & Lehane, LLP, 300 Crown Colony Drive, Suite 410, Quincy, MA 

02169.knorth@mhtl.com

34. Construction

No rule of law that requires that any part of the Agreement be construed against the party drafting the 

language will be used in interpreting this Agreement. 

35. Waiver
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Any failure or delay by either party to enforce the provisions of this Agreement shall in no way constitute a 

waiver by that party of any contractual right hereunder, unless such waiver is in writing and signed by that 

party. 

36. Entire Agreement

This Agreement contains the entire agreement between the parties with respect to the subject matter of this 

Agreement and supersedes all prior or contemporaneous communications, representations or agreements 

between the parties, whether verbal or written, including any printed terms and conditions which may appear 

on either Party’s purchase orders, releases, invoices or other forms to the extent such terms are different from 

or inconsistent with this Agreement. 

37. Use of Alcohol and Controlled and/or Mood Altering Substances Prohibited

Passport hereby acknowledges that the use of alcoholic beverages, narcotics, and controlled and/or mood

altering substances, except for current valid, legal prescriptions, by any officer, employee, agent, or

representative of Passport is prohibited on Town of Natick property which is the subject matter of this

Contract and during all hours of work under this Contract.  If any officer, employee, agent, or

representative of Passport violates the foregoing provision, the Town of Natick shall have the right to order

that such officer, employee, agent, or representative of Passport shall not be permitted to return to work on

this Contract.  Under such circumstances, Passport shall promptly remove the subject officer, employee,

agent, or representative from the job site and shall not permit the subject officer, employee, agent, or

representative to perform further work in conjunction with this Contract.

38 No Smoking

Pursuant to Massachusetts General Laws (M.G.L.) c. 270, §22, the Commonwealth of Massachusetts

Smokefree Workplace Law, Passport, its officers, employees, agents, and representatives are prohibited from

smoking tobacco products, or any non-tobacco products designed to be combusted or inhaled, in any public

building in the Town of Natick.

39. Criminal Background Screening

For each employee of Passport who is performing services under this Contract, Passport shall, subject to its

confidentiality and privacy obligations owing to its employees and third parties, provide a written

confirmation to the Provider that such employee passed Passport’s pre-employment criminal background

screen. In the event that any employee refuses to permit Passport to provide such information to the

Provider, Passport shall not assign such employee to perform services for the Provider, and such employee

shall not be authorized to perform services for the Provider. The Provider shall be permitted to keep such

information in its files.

40. Miscellaneous Provisions

a. Any action at law or suit in equity instituted by Passport as a result of the performance, non-

performance or alleged breach of this Agreement shall be filed in the Superior Court of the

Commonwealth of Massachusetts for Middlesex County, MA, and in no other court or jurisdiction.

b. If Passport discovers or is informed of any discrepancy or inconsistency in the Agreement Documents

in relation to any law, statute, ordinance, by-law, decree, code, rule, regulation, or order, Passport

shall promptly, before commencing services under this Agreement, report the same to the Town in

writing.

c. Passport shall not represent or purport to represent that it speaks for the Town vis-à-vis the media or
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the public at-large without the Town’s express, written consent in advance. 

d. By entering into this Agreement, Passport certifies under penalties of perjury that its Proposal was

made and submitted in good faith and without collusion or fraud with any person.  As used in this

certification, the word “person” shall mean any natural person, business, partnership, corporation,

union, committee, club, or other organization, entity, or group of individuals.

e. By entering into this Agreement, Passport certifies under the penalties of perjury, pursuant to

M.G.L. c.62C, Section 49A(b), that it has complied with all laws of the Commonwealth relating to

taxes, to reporting of employees and contractors, and to withholding and remitting child support.

f. Passport understands that the Massachusetts Conflict of Interest Law, Chapter 268A of the

Massachusetts General Laws, applies to Passport with respect to the services required to be

provided under this Agreement.  Passport and its officers, employees, agents, subcontractors and

affiliated agencies shall not participate in any activity which constitutes a violation of the

Massachusetts Conflict of Interest Law or which creates an appearance of a violation of the

Massachusetts Conflict of Interest Law.

g. Passport shall not discriminate against or exclude any person from participation herein on grounds

of race, color, religious creed, national origin, sex, gender identity, sexual orientation (which shall

not include persons whose sexual orientation involves minor children as the sex object), age,

genetic information, ancestry, children, marital status, veteran status or membership in the armed

services, the receiving of public assistance, and handicap. The previous sentence shall include, but

not be limited to, the following: advertising, recruitment; hiring; rates of pay or other forms of

compensation; terms; conditions or privileges of employment; employment upgrading; transfer;
demotion; layoff; and termination. Passport shall take affirmative actions to insure that applicants

are employed, and that employees are treated during their employment, without regard to race,

color, religious creed, national origin, sex, gender identity, sexual orientation (which shall not

include persons whose sexual orientation involves minor children as the sex object), age, genetic

information, ancestry, children, marital status, veteran status or membership in the armed services,

the receiving of public assistance, and handicap.

h. To the extent that any of the foregoing sections required by Massachusetts law are

inconsistent with other, non-statutory sections in this agreement, any statutorily-mandated

provisions contained herein shall control.

i. This Agreement shall be governed by and construed in accordance with the laws of the

Commonwealth of Massachusetts, regardless of choice of law issues or principles.

j. This Agreement is executed in triplicate as a sealed instrument.
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Exhibit B 

Supported Payment Gateways 

1. Authorize.net

2. Cash Net

3. Chase Paymentech (Orbital) - US / Canada

4. Converge (Elavon)

5. DataCash - United Kingdom

6. Desjardins - Canada

7. FirstData Rapid Connect

8. FIS Pay

9. Heartland

10. Internet Secure

11. Moneris - US / Canada

12. Point and Pay

13. TD Beanstream/Bambora

14. Vantiv

15. WorldPay (Securenet)
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Statement of Work 

Town of Natick, MA  
November 21st, 2019 

Project Overview 

Statement of Work 
Configurations 

Gateway and Merchant Processing 
Passport Parking 

Passport Parking Functionality 
Back-Office Portal 
Passport Parking Signage and Decals 

Custom Integrations or Configurations 
Municipal Citation Solutions Integration: VATS 

Assumptions & Notes 

Project Change Control 

Acceptance 

CONFIDENTIAL AND PROPRIETARY. 
© 2019 Passport. All rights reserved. 
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Project Overview 
Passport will implement its Passport Parking mobile payments application for the Town of 
Natick, MA (“Town”). 
 
During this project, Passport will perform architecture, design, implementation, installation, and 
information transfer services for the newly identified environment. 

Statement of Work 

Configurations 

Gateway and Merchant Processing 
Passport will provide Gateway and Merchant Processing services directly to the Town, 
eliminating the need for an external provider. 
 
The Town will be responsible for paying all gateway and merchant processing fees. 
 
Funds will be remitted to the Town, less the gateway, merchant processing, and Passport fees, 
on a monthly basis after the close of a month. 

Passport Parking 

Passport Parking Functionality 
Passport will deliver it’s Passport Parking mobile parking applications to the Town. Passport             
Parking consists of native mobile applications built for Google Android and Apple iOS             
smartphones. Passport Parking is supported on the latest industry-recommended operating          
system versions. 
 
Passport Parking includes the following functionality: 

● Create a user account 
○ Phone number, email address, name 

● Add and delete Vehicles (LPN) 
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● Create and pay for parking sessions 
○ Extend parking remotely 
○ Receive session expiration alerts and notifications 
○ Complete payment via major card networks credit and debit cards.  

● View parking history and email receipts 
● Mobile-optimized website (mobile pay web or “MPW”) to facilitate parking sessions via a             

mobile browser or desktop 
● Parking Session Prepayment: 

○ Passport’s parking session prepayment feature allows parkers to confirm and 
purchase their parking session during off hours of paid parking operations, to be 
effective once parking payment hours of operation begin. 

○ The start time of the parking session will always be the start time for the hours of 
parking enforcement operation when payment is required. 

● Dedicated wallet as funding source: 
○ Passport’s closed-loop wallet allows parkers to add and store prepaid funds in            

their account. When the parker pays using the Dedicated Wallet, the transaction            
is deducted from the prepaid account rather than being charged to a credit or              
debit card. 

Back-Office Portal 
 
Passport will deliver its back-office administration and data insights portal that will allow the              
Town to make financial and operational decisions.  
 
Back-office portal capabilities include: 
 

● Secured Access with user specific login credentials and custom privileges per user 
○ There is not a cap on the number of users that can be setup 

● Streamlined user interface 
● Robust Reporting 
● Dashboard Activity page 
● Real-time analytics of existing sessions 
● Zone management 

Passport Parking Signage and Decals 
 
Passport recommends the following for metered areas: 
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Signage 
 

● 1 sign per 10 spaces for parking lot/garage environments  
● 1 sign per 5 spaces for on-street parking environments 

 
Decals 
 

● 1 decal per single space meter 
● 3 decals for each multispace meter 

○ 1 decal on each side 
○ 1 decal on the payment side of the meter 

 
Passport recommends the following for non-metered, mobile payment only areas: 
 

● 1 sign per 5 spaces for parking lot/garage environments  
● 1 sign per 3 spaces for on-street parking environments 

 
The Town understands that sufficient and adequate signage is a core assumption to the              
performance of the service, and should the quality or coverage of such signage degrade, the               
Town is responsible for notifying Passport so that this can be resolved; any additional or               
replacement signs will be at the Town’s expense.. 
 
Signage materials are as follows:  
 
The signs are KomaAlu with Avery Cast Laminate with UV Protection and 6-year outdoor              
durability. The decals are Avery Cast Laminate with UV protection, permanent adhesive vinyl for              
outdoor use with 6-year outdoor durability. Any extra costs incurred due to changes in signage               
material will be covered by the Town.  
 
Passport has developed signage design templates, which are tested regularly to optimize            
program performance. Any signage produced by Passport must adhere to Passport’s sign            
design methodology and cannot be modified without written approval from an authorized            
representative of Passport. A logo of the Town’s Town brand can be included on signage as                
long as such is provided to Passport with proper authorization in advance of production of               
signage.  

 
It takes one week to design signage and up to an additional 3 weeks for the signs and decals to                    
be printed and shipped, assuming timely review and approval by the Town.  
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The Town may purchase additional signs and decals from Passport. 
 
Where signage is provided to the Town at a discount to its actual production and ongoing                
maintenance cost, any customization that the Town requests will be chargeable at a rate of               
$175/hour and such customizations are subject to approval by an authorized representative of             
Passport. 

Custom Integrations or Configurations 

Municipal Citation Solutions Integration: VATS 
Passport will work with the Town’s existing enforcement solution vendor, Municipal Citation 
Solutions, to provide them access to Passport’s Monitoring API for the Town’s enforcement staff 
to access the Passport Parking paid session information through the Violation & Ticketing 
System (“VATS”) enforcement software by license plate number and zone. 
 
The VATS integration is an inbound pull from Passport’s standpoint. This means that VATS 
initiates the request (inbound to Passport) and pulls data from our system through the 
Monitoring API for enforcement purposes through their software and handhelds. 

Assumptions & Notes 
While performing these services, Passport will rely upon the concerted engagement, direction, 
authorization, approvals or other information provided by the Town’s primary stakeholder and 
technical teams. 
 
The Town’s Project Manager and respective team will be responsible for contributing to and              
reviewing Weekly Status Reports and reporting Project issues.  
 
Additional Town responsibilities include: 

● Providing operational information in a timely manner 
● Providing a list of stakeholders for preliminary implementation 
● Making a good faith effort to facilitate the continued progress of the implementation  
● Perform user acceptance testing to confirm the accuracy of configured attributes in the             

system 
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● Provide written approval on each aspect of the system 
 
Deliverables or activities not specifically identified as in scope throughout this document are by 
definition out of scope, unless accompanied by an approved Scope Change Order. 

Project Change Control  
Changes may be required to manage unanticipated or new information that may arise during the               
course of the implementation and delivery of this solution that impacts an existing (or creates a                
new) deliverable, restriction, milestone, or dependency. This Project Change Control process is            
meant to enforce a process to ensure changes are tracked and approved appropriately             
throughout the project. 
 
Process 
 

● A Passport representative will complete a Scoping Change Order form describing the            
exchange to be evaluated. 

● Passport will perform an impact assessment (cost, schedule, risk, etc) and provide a             
recommendation for how to achieve the Town's objectives in the context of the latest              
information. 

● The Town will decide whether or not to proceed with Passport’s recommendation or to              
suggest an alternative approach. 

● If the Change Request is approved by the Town and returned back upon full execution,               
then the Change Request document will be incorporated as part of the Statement of              
Work. 

 
Timeline Effects 
 

● Upon approval by all parties, the impact assessment associated with such change            
request shall augment any prior commitments or estimates of timeline and pricing in this              
Statement of Work, which shall no longer apply. Passport will use commercially            
reasonable efforts to maintain the timeline and cost associated with this Statement of             
Work, augmented by any and all Change Request(s) approved by all parties. 
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